
 

 
 
 

This option provides enhanced password control capabilities for 
Argus system administrators. It can be used to prevent 
unauthorized users from accessing protected areas of the 
system.   
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A p p l i c a t i o n s

Customers operating Argus systems in public 
and multi-user settings may require enhanced 
password controlled access features.  

In addition to the standard method of assigning 
Global Privileges for each user, this option 
provides the Argus system administrator with 
the ability to create custom Access Profiles to 
control the areas that individual users or groups 
of users can access.  

Special Access Windows can also be created 
to provide designated users with selective 
access to readings and settings that are in 
otherwise restricted areas. 

 

A l t e r n a t i v e s  

With the standard configuration of the Argus Operator program, user access is controlled by assigning 
simple Global Privileges that can either provide or restrict access to whole classes of activities such 
as the ability to change settings.  In most cases this is sufficient to safeguard system integrity. 
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For more information, please contact Argus. 

file:///C:/Users/afermon/AppData/Local/Microsoft/Windows/INetCache/Content.Outlook/M660HEMV/www.arguscontrols.com
file://///ACS-FILESERV1/Array/Support%20Resources/Product%20Documentation/Docs%20and%20PDF%20for%20Confluence/Doc%20Templates/www.arguscontrols.com

